***Informare referitoare la Regulamentul nr. 679/2016 privind protecţia persoanelor fizice***

***în ceea ce priveşte prelucrarea datelor cu caracter personal***

***şi privind libera circulaţie a acestor date şi de abrogare a Directivei 95/46/CE,***

***adoptat de către Parlamentul European şi Consiliul Uniunii Europene***

La data de 27 aprilie 2016 a fost adoptat de către Parlamentul European şi Consiliul Uniunii Europene Regulamentul nr. 679/2016 privind protecţia persoanelor fizice în ceea ce priveşte prelucrarea datelor cu caracter personal şi privind libera circulaţie a acestor date şi de abrogare a Directivei 95/46/CE, denumit în continuare Regulamentul general privind protecţia datelor, act normativ cu aplicabilitate directă în statele membre.

În acord cu prevederile art. 99 alin. (1) şi (2) din Regulamentul general privind protecţia datelor, acest act normativ a intrat în vigoare la data de 25 mai 2016 şi se aplică de la 25 mai 2018.

Ca urmare a abrogării de către Regulamentul menţionat a Directivei 95/46/EC Parlamentului European și a Consiliului din 24 octombrie 1995 şi în virtutea principiului priorităţii dreptului european, Legea nr. 677/2001 privind protecția persoanelor fizice în ceea ce privește prelucrarea datelor cu caracter personal și libera circulație a acestor date, care reprezintă cadrul legal general în România în această materie şi care a transpus Directiva 95/46/EC, este înlocuită de Regulamentul general privind protecţia datelor.

**Dispoziţii relevante din Regulamentul general privind protecţia datelor**

**Art. 4: Definiţii**

În sensul prezentului regulament:

- "date cu caracter personal" înseamnă orice informaţii privind o persoană fizică identificată sau identificabilă ("persoana vizată"); o persoană fizică identificabilă este o persoană care poate fi identificată, direct sau indirect, în special prin referire la un element de identificare, cum ar fi un nume, un număr de identificare, date de localizare, un identificator online, sau la unul sau mai multe elemente specifice, proprii identităţii sale fizice, fiziologice, genetice, psihice, economice, culturale sau sociale;

- "prelucrare" înseamnă orice operaţiune sau set de operaţiuni efectuate asupra datelor cu caracter personal sau asupra seturilor de date cu caracter personal, cu sau fără utilizarea de mijloace automatizate, cum ar fi colectarea, înregistrarea, organizarea, structurarea, stocarea, adaptarea sau modificarea, extragerea, consultarea, utilizarea, divulgarea prin transmitere, diseminarea sau punerea la dispoziţie în orice alt mod, alinierea sau combinarea, restricţionarea, ştergerea sau distrugerea;

- "restricţionarea prelucrării" înseamnă marcarea datelor cu caracter personal stocate cu scopul de a limita prelucrarea viitoare a acestora;

**-** "pseudonimizare" înseamnă prelucrarea datelor cu caracter personal într-un asemenea mod încât acestea să nu mai poată fi atribuite unei anume persoane vizate fără a se utiliza informaţii suplimentare, cu condiţia ca aceste informaţii suplimentare să fie stocate separat şi să facă obiectul unor măsuri de natură tehnică şi organizatorică care să asigure neatribuirea respectivelor date cu caracter personal unei persoane fizice identificate sau identificabile;

**-** "sistem de evidenţă a datelor" înseamnă orice set structurat de date cu caracter personal accesibile conform unor criterii specifice, fie ele centralizate, descentralizate sau repartizate după criterii funcţionale sau geografice;

-"operator" înseamnă persoana fizică sau juridică, autoritatea publică, agenţia sau alt organism care, singur sau împreună cu altele, stabileşte scopurile şi mijloacele de prelucrare a datelor cu caracter personal; atunci când scopurile şi mijloacele prelucrării sunt stabilite prin dreptul Uniunii sau dreptul intern, operatorul sau criteriile specifice pentru desemnarea acestuia pot fi prevăzute în dreptul Uniunii sau în dreptul intern;

**-** "persoană împuternicită de operator" înseamnă persoana fizică sau juridică, autoritatea publică, agenţia sau alt organism care prelucrează datele cu caracter personal în numele operatorului;

**-** "destinatar" înseamnă persoana fizică sau juridică, autoritatea publică, agenţia sau alt organism căreia (căruia) îi sunt divulgate datele cu caracter personal, indiferent dacă este sau nu o parte terţă. Cu toate acestea, autorităţile publice cărora li se pot comunica date cu caracter personal în cadrul unei anumite anchete în conformitate cu dreptul Uniunii sau cu dreptul intern nu sunt considerate destinatari; prelucrarea acestor date de către autorităţile publice respective respectă normele aplicabile în materie de protecţie a datelor, în

conformitate cu scopurile prelucrării;

**-** "parte terţă" înseamnă o persoană fizică sau juridică, autoritate publică, agenţie sau organism altul decât persoana vizată, operatorul, persoana împuternicită de operator şi persoanele care, sub directa autoritate a operatorului sau a persoanei împuternicite de operator, sunt autorizate să prelucreze date cu caracter personal;

**-** "consimţământ" al persoanei vizate înseamnă orice manifestare de voinţă liberă, specifică, informată şi lipsită de ambiguitate a persoanei vizate prin care aceasta acceptă, printr-o declaraţie sau printr-o acţiune fără echivoc, ca datele cu caracter personal care o privesc să fie prelucrate;

**-** "organizaţie internaţională" înseamnă o organizaţie şi organismele sale subordonate reglementate de dreptul internaţional public sau orice alt organism care este instituit printr-un acord încheiat între două sau mai multe ţări sau în temeiul unui astfel de acord.

**Art. 5: Principii legate de prelucrarea datelor cu caracter personal**

**(1)**Datele cu caracter personal sunt:

**a)**prelucrate în mod legal, echitabil şi transparent faţă de persoana vizată ("legalitate, echitate şi transparenţă");

**b)**colectate în scopuri determinate, explicite şi legitime şi nu sunt prelucrate ulterior într-un mod incompatibil cu aceste scopuri; prelucrarea ulterioară în scopuri de arhivare în interes public, în scopuri de cercetare ştiinţifică sau istorică ori în scopuri statistice nu este considerată incompatibilă cu scopurile iniţiale, în conformitate cu articolul 89 alineatul (1) ("limitări legate de scop");

**c)**adecvate, relevante şi limitate la ceea ce este necesar în raport cu scopurile în care sunt prelucrate ("reducerea la minimum a datelor");

**d)**exacte şi, în cazul în care este necesar, să fie actualizate; trebuie să se ia toate măsurile necesare pentru a se asigura că datele cu caracter personal care sunt inexacte, având în vedere scopurile pentru care sunt prelucrate, sunt şterse sau rectificate fără întârziere ("exactitate");

**e)**păstrate într-o formă care permite identificarea persoanelor vizate pe o perioadă care nu depăşeşte perioada necesară îndeplinirii scopurilor în care sunt prelucrate datele; datele cu caracter personal pot fi stocate pe perioade mai lungi în măsura în care acestea vor fi prelucrate exclusiv în scopuri de arhivare în interes public, în scopuri de cercetare ştiinţifică sau istorică ori în scopuri statistice, în conformitate cu articolul 89 alineatul (1), sub rezerva punerii în aplicare a măsurilor de ordin tehnic şi organizatoric adecvate prevăzute în prezentul regulament în vederea garantării drepturilor şi libertăţilor persoanei vizate ("limitări legate de stocare");

**f)**prelucrate într-un mod care asigură securitatea adecvată a datelor cu caracter personal, inclusiv protecţia împotriva prelucrării neautorizate sau ilegale şi împotriva pierderii, a distrugerii sau a deteriorării accidentale, prin luarea de măsuri tehnice sau organizatorice corespunzătoare ("integritate şi confidenţialitate").

**(2)**Operatorul este responsabil de respectarea alineatului (1) şi poate demonstra această respectare ("responsabilitate").

**Art. 6: Legalitatea prelucrării**

**(1)**Prelucrarea este legală numai dacă şi în măsura în care se aplică cel puţin una dintre următoarele condiţii:

**a)**persoana vizată şi-a dat consimţământul pentru prelucrarea datelor sale cu caracter personal pentru unul sau mai multe scopuri specifice;

**b)**prelucrarea este necesară pentru executarea unui contract la care persoana vizată este parte sau pentru a face demersuri la cererea persoanei vizate înainte de încheierea unui contract;

**c)**prelucrarea este necesară în vederea îndeplinirii unei obligaţii legale care îi revine operatorului;

**d)**prelucrarea este necesară pentru a proteja interesele vitale ale persoanei vizate sau ale altei persoane fizice;

**e)**prelucrarea este necesară pentru îndeplinirea unei sarcini care serveşte unui interes public sau care rezultă din exercitarea autorităţii publice cu care este învestit operatorul;

**Art. 7: Condiţii privind consimţământul**

**(1)**În cazul în care prelucrarea se bazează pe consimţământ, operatorul trebuie să fie în măsură să demonstreze că persoana vizată şi-a dat consimţământul pentru prelucrarea datelor sale cu caracter personal.

**(2)**În cazul în care consimţământul persoanei vizate este dat în contextul unei declaraţii scrise care se referă şi la alte aspecte, cererea privind consimţământul trebuie să fie prezentată într-o formă care o diferenţiază în mod clar de celelalte aspecte, într-o formă inteligibilă şi uşor accesibilă, utilizând un limbaj clar şi simplu. Nicio parte a respectivei declaraţii care constituie o încălcare a prezentului regulament nu este obligatorie.

**(3)**Persoana vizată are dreptul să îşi retragă în orice moment consimţământul. Retragerea consimţământului nu afectează legalitatea prelucrării efectuate pe baza consimţământului înainte de retragerea acestuia. Înainte de acordarea consimţământului, persoana vizată este informată cu privire la acest lucru. Retragerea consimţământului se face la fel de simplu ca acordarea acestuia.

**Art. 9: Prelucrarea de categorii speciale de date cu caracter personal**

**(1)**Se interzice prelucrarea de date cu caracter personal care dezvăluie originea rasială sau etnică, opiniile politice, confesiunea religioasă sau convingerile filozofice sau apartenenţa la sindicate şi prelucrarea de date genetice, de date biometrice pentru identificarea unică a unei persoane fizice, de date privind sănătatea sau de date privind viaţa sexuală sau orientarea sexuală ale unei persoane fizice.

**(2)**Alineatul (1) nu se aplică în următoarele situaţii:

**a)**persoana vizată şi-a dat consimţământul explicit pentru prelucrarea acestor date cu caracter personal pentru unul sau mai multe scopuri specifice, cu excepţia cazului în care dreptul Uniunii sau dreptul intern prevede ca interdicţia prevăzută la alineatul (1) să nu poată fi ridicată prin consimţământul persoanei vizate;

**b)**prelucrarea este necesară în scopul îndeplinirii obligaţiilor şi al exercitării unor drepturi specifice ale operatorului sau ale persoanei vizate în domeniul ocupării forţei de muncă şi al securităţii sociale şi protecţiei sociale, în măsura în care acest lucru este autorizat de dreptul Uniunii sau de dreptul intern ori de un acord colectiv de muncă încheiat în temeiul dreptului intern care prevede garanţii adecvate pentru drepturile fundamentale şi interesele persoanei vizate.

**Capitolul III reglementează drepturile persoanelor vizate (ale căror date personale sunt prelucrate de INM) în contextul prelucrării datelor cu caracter personal.**

* *dreptul de acces la propriile date cu caracter personal;*
* *dreptul la rectificare;*
* *dreptul la ştergerea datelor („dreptul de a fi uitat”);*
* *dreptul la restricţionarea prelucrării;*
* *dreptul la opoziţie;*
* *dreptul de a depune o plângere în faţa Autorităţii Naţionale de Supraveghere a Prelucrării Datelor cu Caracter Personal;*
* *dreptul de retragere a consimţământului în orice moment, atunci când prelucrarea se bazează pe art. 6 alin. (1) lit. a) sau art. 9 alin. (2) lit. a) din Regulament, fără a afecta legalitatea prelucrării efectuate pe baza consimţământului înainte de retragerea acestuia.*

**Transferurile de date cu caracter personal către ţări terţe sau organizaţii internaţionale**

**Art. 44: Principiul general al transferurilor**

Orice date cu caracter personal care fac obiectul prelucrării sau care urmează a fi prelucrate după ce sunt transferate într-o ţară terţă sau către o organizaţie internaţională pot fi transferate doar dacă, sub rezerva celorlalte dispoziţii ale prezentului regulament, condiţiile prevăzute în prezentul capitol sunt respectate de operator şi de persoana împuternicită de operator, inclusiv în ceea ce priveşte transferurile ulterioare de date cu caracter personal din ţara terţă sau de la organizaţia internaţională către o altă ţară terţă sau către o altă organizaţie internaţională. Toate dispoziţiile din prezentul capitol se aplică pentru a se asigura că nivelul de protecţie a persoanelor fizice garantat prin prezentul regulament nu este subminat.

**Art. 45: Transferuri în temeiul unei decizii privind caracterul adecvat al nivelului de protecţie**

**(1)**Transferul de date cu caracter personal către o ţară terţă sau o organizaţie internaţională se poate realiza atunci când Comisia a decis că ţara terţă, un teritoriu ori unul sau mai multe sectoare specificate din acea ţară terţă sau organizaţia internaţională în cauză asigură un nivel de protecţie adecvat. Transferurile realizate în aceste condiţii nu necesită autorizări speciale.

**Art. 46: Transferuri în baza unor garanţii adecvate**

**(1)**În absenţa unei decizii în temeiul articolului 45 alineatul (3), operatorul sau persoana împuternicită de operator poate transfera date cu caracter personal către o ţară terţă sau o organizaţie internaţională numai dacă operatorul sau persoana împuternicită de operator a oferit garanţii adecvate şi cu condiţia să existe drepturi opozabile şi căi de atac eficiente pentru persoanele vizate.

**(2)**Garanţiile adecvate menţionate la alineatul 1 pot fi furnizate fără să fie nevoie de nicio autorizaţie specifică din partea unei autorităţi de supraveghere, prin:

**a)**un instrument obligatoriu din punct de vedere juridic şi executoriu între autorităţile sau

organismele publice.

Din dispoziţiile Regulamentului general privind protecţia datelor redate mai sus rezultă următoarele **concluzii:**

**-** reprezintă date cu caracter personal orice informaţie referitoare la o persoană identificată sau identificabilă;

- „prelucrare” înseamnă orice operaţiune sau set de operaţiuni efectuate asupra datelor cu caracter personal sau asupra seturilor de date cu caracter personal, cu sau fără utilizarea de mijloace automatizate, cum ar fi colectarea, înregistrarea, organizarea, structurarea, stocarea, adaptarea sau modificarea, extragerea, consultarea, utilizarea, divulgarea prin transmitere, diseminarea sau punerea la dispoziţie în orice alt mod, alinierea sau combinarea, restricţionarea, ştergerea sau distrugerea;

- datele personale trebuie să fie prelucrate mod legal, echitabil şi transparent**,** colectate în scopuri determinate, explicite şi legitim, adecvate, relevante şi limitate la ceea ce este necesar în raport cu scopurile în care sunt prelucrate, exacte şi, în cazul în care este necesar, să fie actualizate, păstrate într-o formă care permite identificarea persoanelor vizate pe o perioadă care nu depăşeşte perioada necesară îndeplinirii scopurilor în care sunt prelucrate datele, prelucrate într-un mod care asigură securitatea adecvată a datelor cu caracter personal, inclusiv protecţia împotriva prelucrării neautorizate sau ilegale şi împotriva pierderii, a distrugerii sau a deteriorării accidentale, prin luarea de măsuri tehnice sau organizatorice corespunzătoare;

- orice operaţiune de prelucrare a datelor se poate face numai cu consimţământul persoanei vizate, cu excepţia cazului în care acea prelucrare este necesară în vederea îndeplinirii unei obligaţii legale a operatorului (INM) sau a cazului în care devin aplicabile celelalte excepţii prevăzute la art. 6 alin. (1) din Regulamentul general privind protecţia datelor;

- personalul INM care are acces la date cu caracter personal trebuie să asigure confidenţialitatea acestora şi prelucrarea lor în conformitate cu prevederile Regulamentului general privind protecţia datelor;

- dezvăluirea datelor cu caracter personal către terţi, inclusiv prin publicarea pe pagina de internet a INM, poate fi făcută la fel ca orice altă prelucrare de date, respectiv numai cu consimţământul persoanei vizate sau, în lipsa acestui consimţământ, numai în situaţia în care sunt incidente excepţiile prevăzute la art. 6 alin. (1) din Regulamentul general privind protecţia datelor;

- în exercitarea atribuţiilor legale, INM poate face transferuri de date cu caracter personal, fără a fi necesară autorizarea prealabilă a Autorităţii Naţionale de Supraveghere a Prelucrării Datelor cu Caracter Personal, în statele membre ale Uniunii Europene, precum şi în alte ţări terţe, din afara Uniunii Europene, în ţările în privinţa cărora Comisia Europeană a recunoscut că asigură un nivel de protecţie adecvat (Statele Unite ale Americii – scutul de confidențialitate UE-SUA, Andorra, Canada, Argentina, Uruguay, Noua Zeelandă, Israel, Elveţia, Guernsey, Japonia, Jersey, Insulele Feroe şi Insulele Man) şi către organizaţii internaţionale, în măsura în care există tratate sau acorduri internaționale încheiate de România sau de Uniunea Europeană cu ţările terţe sau organizaţiile internaţionale respective sau eventuale protocoale de colaborare încheiate de INM cu instituţii din țări terţe sau cu organizaţii internaţionale, adică orice instrument juridic care are forţă obligatorie pentru părţile semnatare.

**Date de contact ale responsabilului cu protecţia datelor desemnat la nivelul INM: telefon - 0214076252, email –** [**rpd@inm-lex.ro**](mailto:rpd@inm-lex.ro)**.**